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B Abnormal data detection adapted to the characteristics of various loT systems
Realizes abnormal data detection with low risk of false positives / oversights using
system characteristic data

B Take appropriate primary mitigation automatically for service continuity
Improve service availability with abnormal data mitigation technology that automatically
executes flexible and highly secure primary mitigations according to the system

loT: Internet of Things
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Comparison with existing technology
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SIEM: Security Information and Event Management SOAR: Security Orchestration, Automation and Response
SIRT: security incident response team FW: FireWall IDS: Intrusion Detection System MTTR: Mean Time To Repairs

Aim to reduce response time by increasing the primary mitigation ratio at the
site and significantly improve system downtime due to security breaches
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Figure 2. Compromise to Remediation Times1

SANS: SysAdmin, Audit, Network, Security
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This technology is applicable to security
monitoring without adding a hand to an

existing system in loT system operating in Early application of security measures
various segments such as production
(factory) , the circulation, the building Maintenance of reliability of supply chain

Availability improvement of loT systems




